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Configuration Module

When your networks are configured in strict accordance with your standards from the
start, your risk profile is lower and your 3rd party vendor onboarding is streamlined

Requirements to run Configuration Outputs
® Access to the Stella Portal for the property ® Pass/fail report confirming the configuration
® Physical Stella Relay on the LAN using a POE port, being applied
or physical/virtual Stella Satellite on the LAN ® Up-to-date configuration documentation
® |ist of equipment ® Auditlog and change-set included in change control
® Read-write credentials for devices to be configured ® Notifications (email/Slack/SMS/Teams)

® Openoutbound internet access via firewall on
TCP/443 to Stella VPN
® Unrestricted access to VLANs
® Brand standard & 3rd party vendor requirements
® Port mapping document
® Brand standard including implementation
for the target network

Stella Configuration can be used to correctly configure and accurately document a network within 2
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hours after requirements have been actioned.

Network engineer Non-technical person
working with Stella

20 device network 5.5 hours 1 hour
50 device network 1.8 days* 2.2 hours
100 device network 3.5 days* 4.5 hours

Documentation de ¥
updated ﬂ 4

Accuracy %g?ﬁ 100%%

* Days are based on 7.5hr working day
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Stella security & hardware

Stella keeps you secure

Built on the shoulders of giants

Supply-chain security is monitored

Secure by design

Hardware environment
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To find out more, email us at info(@stellanetworks.io or got to www.stellanetworks.io




